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Abstract - Wireless Sensor Networks (WSNs) have emerged 
as a transformative technology with extensive applications 
across various domains, including environmental monitoring, 
healthcare, smart cities, and industrial automation. These 
networks consist of a multitude of small sensor nodes that 
collaborate to collect, process, and transmit data wirelessly. 
Efficient routing of data packets within WSNs is essential for 
ensuring reliable communication while conserving energy 
resources. In this paper, we conduct a comprehensive 
comparative study of different routing protocols used in WSNs. 
By analyzing the advantages, disadvantages, and applications 
of these protocols, we aim to provide valuable insights for 
researchers and practitioners seeking to optimize the 
performance of WSNs in diverse scenarios. 
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1. INTRODUCTION  
 
WSNs have revolutionized environmental monitoring by 
deploying numerous sensor nodes with sensing, processing, 
and communication capabilities [1] [2]. These nodes 
collaborate to monitor various physical conditions like 
temperature, humidity, and pollution levels. The collected data 
is transmitted to a central node, known as the sink node or base 
station, for further analysis and processing. 
Routing protocols are integral to WSNs as they dictate how 
data packets are forwarded from source nodes to the sink node. 
The efficiency of these protocols significantly impacts the 
performance and longevity of WSNs [3]. Various routing 
protocols have been proposed to address the challenges 
inherent in WSNs, including limited energy, dynamic topology, 
and bandwidth constraints. 
This study aims to analyze and compare several routing 
protocols commonly used in WSNs. By evaluating the 
strengths, weaknesses, and suitability of each protocol for 
different applications, researchers and practitioners can gain 
valuable insights into optimizing WSN performance [4]. 
Through a thorough assessment of these protocols, we aim to 
contribute to ongoing efforts to enhance the efficiency and 
effectiveness of WSNs in real-world applications. 
Sensor nodes serve as both receivers and transmitters within the 
network, consuming considerable energy. Energy consumption 

occurs for every sensor node activity, with communication of 
processed data to the sink node demanding more energy than 
sensing and processing data [5]. Optimizing energy usage is 
crucial to prolonging WSN lifespan amidst the growing 
applications of wireless sensors. 
WSNs face numerous challenges, including restricted 
capabilities in terms of cost and speed, environmental aspects, 
scalability issues, communication medium constraints, 
robustness, fault tolerance, delay, and Quality of Service (QoS) 
considerations [6]. Factors depleting node energy include idle 
listening, collisions, overhearing, control overhead, and traffic 
fluctuations, highlighting the need for efficient energy 
management strategies in WSNs [7]. 
 
 2. REVIEW OF VARIOUS PROTOCOLS 

WSNs rely on routing protocols to manage the flow of data 
from sensor nodes to the sink node or base station efficiently. 
These protocols determine how data packets are transmitted 
through the network, impacting factors such as energy 
consumption, latency, reliability, and scalability. A thorough 
understanding of various routing protocols is essential for 
designing and deploying WSNs tailored to specific application 
requirements and network conditions. 

LEACH (Low-Energy Adaptive Clustering Hierarchy) 

LEACH is a popular clustering-based routing protocol 
designed for Wireless Sensor Networks (WSNs) to conserve 
energy. It operates by forming clusters among sensor nodes, 
where one node acts as the cluster head (CH) responsible for 
aggregating and forwarding data to the base station [3] [19]. 
LEACH employs a randomized rotation of cluster heads to 
distribute energy consumption evenly across nodes and prolong 
network lifetime. Advantages include high energy efficiency 
due to clustering, moderate scalability, low latency owing to 
localized data aggregation, and moderate reliability. However, 
its moderate scalability may pose challenges in large-scale 
deployments RPL (Routing Protocol for Low-Power and Lossy 
Networks) 
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RPL is an IPv6-based routing protocol specifically designed for 
Low-Power and Lossy Networks, which include WSNs. It 
establishes directed acyclic graphs to efficiently route data 
from sensor nodes to a root node (often a border router) [8]. 
RPL ensures energy efficiency by minimizing control message 
overhead and adapting to changing network conditions. It 
offers high scalability, reliability, and adaptability to dynamic 
topologies. However, it may exhibit low latency due to the 
multi-hop nature of data transmission and routing table 
maintenance. 

AODV (Ad Hoc On-Demand Distance Vector) 

AODV is a reactive routing protocol suitable for dynamic ad 
hoc networks, including WSNs. It establishes routes between 
nodes only when necessary, reducing overhead and conserving 
energy. AODV relies on distance-vector routing to discover 
and maintain routes, offering moderate energy efficiency and 
scalability. However, it may exhibit moderate latency due to 
route discovery delays, and its reliability can be affected by 
network dynamics and node mobility [9] [18]. 

DSR (Dynamic Source Routing) 

DSR is another reactive routing protocol designed for mobile 
ad hoc networks, where nodes dynamically establish routes on-
demand. DSR operates by maintaining a route cache at each 
node, storing previously discovered routes for future use [10]. 
It offers high energy efficiency due to route caching, but its 
scalability may be limited by the overhead associated with 
maintaining route caches. DSR provides high reliability and 
adaptability to network changes but may incur high latency 
during route discovery. 

TEEN (Threshold-Sensitive Energy Efficient Sensor Network 
Protocol) 

TEEN is an energy-efficient routing protocol specifically 
tailored for WSNs with event-driven applications. It aims to 
conserve energy by dynamically adjusting sensor node 
operation based on detected events. TEEN employs threshold-
based triggering mechanisms to activate nodes only when 
necessary, reducing idle listening and conserving energy [11]. 
It offers high energy efficiency and reliability for event-driven 
scenarios but may exhibit low scalability due to its specialized 
design. 

Flooding 
 
Flooding is a simple yet robust routing technique where each 
node forwards incoming packets to all neighboring nodes, 
ensuring widespread dissemination of data throughout the 
network. While flooding guarantees message delivery, it incurs 
high redundancy and overhead, leading to increased energy 
consumption and reduced network efficiency. Flooding offers 
high reliability and adaptability to network changes but may 
suffer from high latency and low energy efficiency, particularly 
in dense networks or scenarios with limited resources [12]. 

Directed Diffusion: 

Directed Diffusion is a data-centric routing protocol designed 
to conserve energy by disseminating data based on interests 
expressed by the sink node [13]. Nodes propagate interest 
messages towards the source of the data, and data is then sent 
along paths that satisfy these interests. While it achieves high 
energy efficiency by transmitting only relevant data and 
supports event-driven applications, it may suffer from overhead 
associated with interest dissemination and may not be suitable 
for all types of applications. 

Gossiping: 

Gossiping is a probabilistic routing protocol where nodes 
randomly select neighbors to forward data packets [14]. This 
approach aims to achieve robustness and scalability in WSNs 
by spreading information through random interactions. 
Although it is robust against node failures and scalable to large 
networks, it may lead to high redundancy and overhead due to 
its probabilistic nature and lack of deterministic routing paths. 

SPAN (Sensor Protocols for Ad-hoc Networks): 

SPAN is a hierarchical routing protocol that organizes nodes 
into a tree structure with a central sink node [15]. It utilizes 
multi-hop communication to transmit data from sensor nodes 
to the sink, ensuring efficient energy usage. While it efficiently 
utilizes energy due to its hierarchical structure and supports 
multi-hop communication, it may suffer from overhead 
associated with tree maintenance and limited scalability in 
large networks. 

DBR (Dynamic Binary Tree Routing): 

DBR is a dynamic routing protocol that constructs a binary tree 
structure based on the proximity of sensor nodes to the sink 
node [16]. It dynamically adjusts routing paths to adapt to 
changes in network topology, ensuring efficient data 
transmission. Although it is adaptive to network dynamics and 
incurs low overhead for route maintenance, it may face 
complexity associated with dynamic tree construction and may 
not perform optimally in highly dynamic environments. 
 

PEGASIS (Power-Efficient GAthering in Sensor Information 
Systems): 

PEGASIS is a chain-based routing protocol where sensor nodes 
organize themselves into a chain and forward data sequentially 
to the sink node [17]. This approach minimizes energy 
consumption by reducing the distance traveled by data packets. 
While it achieves significant energy savings compared to 
traditional approaches and is scalable to large networks, it may 
be vulnerable to node failures along the chain and introduce 
latency due to sequential data transmission. 
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BCP (Balanced Clustering Protocol): 

BCP is a clustering-based routing protocol designed to balance 
energy consumption among cluster heads in WSNs [3]. It 
employs a dynamic clustering algorithm to periodically 
reconfigure clusters based on energy levels and network 
conditions. While it achieves balanced energy consumption 
among cluster heads and dynamic clustering for adapting to 
network changes, it may incur overhead associated with cluster 
reconfiguration and complexity in algorithm implementation. 

EH-LEACH (Energy Harvesting LEACH): 

EH-LEACH is a variant of the LEACH protocol tailored for 
energy harvesting WSNs [3]. It incorporates energy harvesting 
capabilities into the cluster head selection process to ensure 
efficient utilization of harvested energy. While it utilizes 
renewable energy sources for prolonged network operation and 
extends network lifetime in energy harvesting environments, it 
may have limited applicability to energy harvesting scenarios 
and require additional hardware for energy harvesting. 

Each routing protocol offers unique advantages and 
disadvantages, making it crucial to consider application 
requirements and network conditions when selecting the most 
suitable protocol for a given WSN deployment. 
 
3. COMPARATIVE ANALYSIS 
 
The comparative analysis of various WSN routing protocols is 
essential for understanding their suitability for different 
applications and network scenarios. Table 1 presents a 
summary of the comparative analysis based on various 
parameters such as energy efficiency, scalability, latency, 
reliability, and adaptability to network dynamics. 
 

Table-1: Summary of Various Routing Protocols 
Routing 

Protocol 

Energy 

Efficiency 
Scalability Latency Reliability Adaptability 

 

LEACH 
High Moderate High Moderate Moderate 

 

RPL 
Moderate High Low High High 

 

AODV 
Moderate Moderate 

Moderat
e 

Moderate Moderate 

 

DSR 
High Low High Moderate High 

 

TEEN 
High Low 

Moderat
e 

High Moderate 

 

Flooding 
Low High High Low High 

 

Directed 

Diffusion 

High Moderate Low High High 

 

Gossiping 
Moderate High 

Moderat
e 

High High 

 

 

SPAN 

High Moderate Low High Moderate 

DBR Moderate High 
Moderat

e 
Moderate High 

 

PEGASIS 
High High 

Moderat
e 

Moderate High 

 

BCP 
Moderate Moderate 

Moderat
e 

High High 

 

EH-

LEACH 

 
 
 

Moderate 

Moderate 
Moderat

e 
High High 

 

Figure 1 shows the bar graph comparing various routing protocols 
in WSNs based on their performance in five key areas: Energy 
Efficiency, Scalability, Latency, Reliability, and Adaptability. 
Ratings are mapped as: 

 

 

• Low = 1 
 
• Moderate = 2 
 
• High = 3 
 
  

 

Fig-1: Comparison of various routing protocols 

4. CONCLUSION: 

In this research paper, we conducted a comprehensive analysis 
of several routing protocols commonly used in WSNs, 
including LEACH, RPL, AODV, DSR, TEEN, Flooding, 
Directed Diffusion, Gossiping, SPAN, DBR, PEGASIS, BCP, 
and EH-LEACH. Each routing protocol was examined based 
on its strengths, weaknesses, and suitability for various network 
scenarios. 
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LEACH emerged as a promising protocol for WSNs with its 
cluster-based approach, offering high energy efficiency. 
However, issues such as uneven energy consumption among 
cluster heads and overhead during cluster formation were 
noted. 

RPL showcased its adaptability to different network topologies 
and low control overhead. Yet, challenges were observed in 
dynamic networks and mobility support. 

AODV presented itself as a suitable on-demand routing 
protocol for dynamic networks, although it faced latency issues 
during route discovery and scalability limitations. 

DSR demonstrated its efficiency in mobile environments with 
low routing table overhead but suffered from increased latency 
during route discovery. 

TEEN exhibited energy conservation capabilities through 
threshold-based data reporting, albeit with potential challenges 
in network congestion management. 

Flooding, while simple and robust, showed drawbacks such as 
high redundancy and overhead, limiting its scalability. 

Directed Diffusion offered a data-centric routing approach 
aiming to conserve energy by disseminating data based on 
interests expressed by the sink node, despite its overhead 
associated with interest dissemination. 

Gossiping, a probabilistic routing protocol, aimed to achieve 
robustness and scalability by randomly selecting neighbors to 
forward data packets. However, it may lead to high redundancy 
and lack of deterministic routing paths. 

SPAN presented a hierarchical routing protocol with a tree 
structure for efficient energy use, but with overhead associated 
with tree maintenance and limited scalability. 

DBR dynamically constructed a binary tree structure based on 
proximity to the sink node, adapting to changes in network 
topology. However, its complexity may hinder performance in 
highly dynamic environments. 

PEGASIS utilized a chain-based routing approach to minimize 
energy consumption, though it was vulnerable to node failures 
along the chain and introduced latency due to sequential data 
transmission. 

BCP aimed to balance energy consumption among cluster 
heads through dynamic clustering but faced challenges in 
overhead associated with cluster reconfiguration. 

EH-LEACH addressed energy harvesting scenarios by 
incorporating energy harvesting capabilities into the cluster 
head selection process, extending network lifetime but 
requiring additional hardware. 

By evaluating these protocols across parameters like energy 
efficiency, scalability, latency, reliability, and adaptability, this 
study offers valuable insights for researchers and practitioners 
in the field. The choice of routing protocol should align with 

specific application requirements, network characteristics, and 
resource constraints. 

Overall, this research contributes to enhancing the 
understanding of routing protocols in WSNs and provides a 
basis for optimizing WSN performance in diverse real-world 
applications. Further research could focus on protocol 
enhancements and novel approaches to address emerging 
challenges in WSN deployments. 
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